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UNITED STATES DISTRICT COURT S =

CENTRAL DISTRICT OF CALIFORNIA £

SOUTHERN DIVISION B
PROXYCONN, INC,, Case No. SA CV 11 -1681-DOC(JPRx)

Plaintiff
VS.

MICROSOFT CORPORATION;
HEWLETT-PACKARD COMPANY;
ACER AMERICA CORPORATION;
and DELL INC,,

Defendants.

Consolidated with Case Nos. SA

V11-1682 DOC (JPRx), SA CV11-
1683 DOC (JPRx), SA CV11-1684 .
DOC (JPRx), and SA CV12-0889 DOC

(JPRx)]

THIRD AMENDED
CONSOLIDATED COMPLAINT
FOR PATENT INFRINGEMENT

JURY TRIAL DEMANDED
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Plaintiff Proxyconn, Inc. ("Proxyconn") alleges as follows:
PARTIES

1. Plaintiff Proxyconn is a California corporation with its principal place
of business located at 3211 S. Shannon Street, Santa Ana, California 92704.

2. Defendant Microsoft Corporation ("Microsoft") is a Washington
corporation with its principal place of business at One Microsoft Way, Redmond,
Washington 98052. Microsoft has appointed Corporation Service Company, 2730
Gateway Oaks Drive, Suite 100, Sacramento, California 95833, as its agent for
service of process.

3.  Defendant Hewlett-Packard Company ("HP") is a Delaware
corporation with its principal place of business at 3000 Hanover Street, Palo Alto,
California 94304. HP has appointed CT Corporation System, 818 W, Seventh
Street, Los Angeles, California 90017, as its agent for service of process.

4,  Defendant Acer America Corporation ("Acer") is a California
corporation with its principal place of business at 333 West San Carlos Street,
Suite 1500, San Jose, California 95110. ‘Acer has appointed C T Corporation
System, 818 West 7th Street, Los Angeles, California 90017, as its agent for
service of process.

5.  Defendant Dell Inc. ("Dell") is a Delaware corporation with its
principal place of business at 1 Dell Way, Round Rock, Texas 78682. Dell has
appointed Corporation Service Company, 2711 Centerville Road, Suite 400,
Wilmington, Delaware 19808, as its agent for service of process.

6.  Microsoft, HP, Acer and Dell shall be referred to collectively as
"Defendants." '

- JURISDICTION AND VENUE
7.  This action arises under the patent laws of the United States, Title 35

of the United States Code. Accordingly, this Court has subject matter jurisdiction
under 28 U.S.C. §§ 1331 and 1338(a).
1
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8.  Venue is proper in this District under 28 U.S.C. §§ 1391 (b)-(d) and
1400(b) because each defendant is subject to personal jurisdiction in this District,
has committed acts of patent infringement in this District, or has a regular and
established place of business in this District. _

9.  Joinder is appropriate in this case pursuant to 35 U.S.C. §299. On
information and belief, Microsoft has agreed to indemnify and defend HP, Acer
and Dell because of the relation of Proxyconn's claims to Microsoft's products.
Defendants have agreed to the consolidation of the pending actions filed by
Proxyconn against Defendants.’

FACTUAL BACKGROUND

10. Proxyconn was founded in 2001 in Santa Ana, California. It remains

based in Santa Ana today.
11. Proxyconn was started to address the problem of demands by users of

networks, such as the Internet, to instantly receive content over the network.
While other solutions simply relied on increasing available bandwidth, Proxyconn
sought a more intelligent solution that could be used with existing technology and
bandwidth. '

12.  As a result, Proxyconn created a technology that used existing
technological limitations while making the use of networks -effectively many times
faster than previously possible. Proxyconn filed a patent application on its novel
technology. As a result of that patent application, Proxyconn was awarded United
States Patent No. 6,757,717 ("the 717 patent").

13.  Proxyconn's technology and method were used by hundreds of ISPs
and hundreds of thousands of users in the United States and throughout the world, |

and is still being used.

"The actions consolidated into this one are: Proxyconn, Inc. v. Hewlett-Packard Company, Case
No. SA CV 11-1682-DOC, Proxyconn, Inc. v. Dell Inc., Case No. SA CV 11-1683-DOC,
Proxyconn, Inc. v. Acer America Corporation, Case No. SA CV 11-1684-DOC and Proxyconn,
Inc. v. Microsoft et al., Case No. SA CV 12-889éDOC.
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14. Proxyconn is the owner by assignment of the '717 patent. The '717
patent is entitled "System and Method for Data Access." The '717 patent issued on
June 29, 2004. A true and correct copy of the '717 patent is attached hereto as
Exhibit A.

COUNT1
(Infringement of U.S. Patent No. 6,757,717 Against Microsoft)

15. Microsoft has been and still is directly (literally and under the doctrine

of equivalents) infringing at least claims 1, 10, 11 and 22 of the '717 patent,
literally and under the doctiine of equivalents, by making, using, selling, offering
to sell, or importing, without license or authority, software that creates, transmits,
receives, or compares digital digests on data, including, but not limited to, its use
of Remote Differential Compression ("RDC") technology in at least its Windows
Server 2003 R2, Windows Server 2008, Windows Small Business Server 2003,
Windows Small Business Server 2008, Windows Small Business Server 2011,
Windows XP with Service Pack 3, Windows Vista, and Windows 7 operating
systems and its use of BranchCache. For example, on information and belief,
Microsoft uses its Distributed File System ("DFS") Replication product, which
uses RDC, on its servers. See  http://msdn.microsoft.com/en-
us/library/windows/desktop/bb540025%28v=vs.85%29.aspx. Attached as Exhibit

B to this complaint is an exemplary chart illustrating how Microsoft's making,

using, selling, offering to sell, or importing, without license or authority, DFS
Replication and RDC infringes claims 1, 10, 11 and 22 of the 717 patent.

16. Since November 3, 2011, Microsoft has been and still is indirectly
infringing, by way of inducing infringement by others of the '717 patent, by,
among other things, making, using, importing, offering for sale, and/or selling,
without license or authority, software for use in systems that thereby fall within the
scope of at least claims 1, 10, 11 and 22 of the '717 patent. Such software includes,

but is not limited to, the Remote Differential Compression ("RDC") technology
3
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used in at least its Windows Server 2003 R2, Windows Server 2008, Windows

Small Business Server 2003, Windows Small Business Server 2008, Windows

- Small Business Server 2011, Windows XP with Service Pack 3, Windows Vista,

and Windows 7 operating systems and the BranchCache technology. This
software is used in infringing computer systems made, used, imported, offered for
sale, and/or sold by direct infringers of the '717 patent in the United States, such as
computer manufacturers (for example, HP, Dell and Acer) and end-users (for
example, customers that purchase Microsoft's software and use it in their computer
systems). The systems using Microsoft's software include a sender computer and a
receiver computer communicating through a network, with each computer
equipped with a method for creating digital digests on data and the receiving

computer including a means for comparing digital digests. Microsoft induces

 others to directly infringe by inducing or encouraging the use of its infringing RDC

and BrachCache technologies. See, e.g., htip://technet.microsoft.com/en-
us/library/cc754372.aspx and http://msdn.microsoft.com/en-

_us/libi'ary/windows/desk_top/aa372963%28v=VS.85%29.aspx. Since November 3,

2011, when the original complaint in Proxyconn, Inc. v. Microsoft Corp. et al.,
Case No. 11-cv-1681-DOC was filed, Microsoft has had knowledge of the '717
patent and, by continuing the actions described above, has had the specific intent

to, or were willfully blind to the fact that its actions would, induce infringement of

the '717 patent. See, e.'g., http://technet.mi.crosoft.com/en-us/library/cc754372.aspx

and http://msdn.microsoft.com/en-

us/library/windows/desktop/aa372963%28v=VS.85%29.aspx. Indeed, Microsoft

has been aware of Proxyconn and its products since at least the summer of 2003,
when Microsoft reviewed Proxyconn's technology. On information and belief, as a
result of its awareness of Proxyconn and its technology, Microsoft has been aware
of the patent since it issued on June 29, 2004. Thus, by making, using, importing,

offering for sale, and/or selling such software, Microsoft has injured Proxyconn

4
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and is thus liable to Proxyconn for infringement of the '717 patent under 35 U.S.C.
§ 271(b) after November 3, 2011.

17. Since November 3, 2011, Microsoft has also been and still is
indirectly infringing, by way of contributing to the infringement by others of the
'717 patent, by, among other things, making, using, importing, offering for sale,
and/or selling, without license or authority, software for use in systems that thereby
fall within the scope of at least claims 1, 10, 11 and 22 of the '717 patent. Such
software includes, but is not limited to, the RDC technology used in at least its
Windows Server 2003 R2, Windows Server 2008, Windows Small Business Server
2003, Windows Small Business Server 2008, Windows Small Business Server
2011, Windows XP with Service Pack 3, Windows Vista, and Windows 7
operating systems and its BranchCache technology. This sofiware is used in
infringing computer systems made, used, imported, offered for sale, and/or sold by
direct infringers of the '717 patent in the United States, such as computer
manufacturers (for example, HP, Dell and Acer) and end-users (for example,
customers that purchase Microsoft's softiware and install it in this computer
systems). The systems using Microsoft's software include a sender computer and a
receiver computer communicating through a network, with each computer
equipped with a method for creating digital digests on data and the receiving
computer including a means for comparing digital digests. Microsoft contributes

to others directly infringing by inducing or encouraging the use of its infringing

- RDC and BranchCache technologies. See, e.g., http:/technet.microsoft.com/en-

us/library/cc754372.aspx and http://msdn.microso\ft.com/en-
us/library/windows/desktop/aa372963%28v=VS.85%29.aspx. Microsoft's accused

software, including the RDC and BrachCache technologies, is a material part of the
invention, and is especially made or especially adapted for use in the infringement
of 717 patent and is not a staple article or commodity of commerce suitable for

substantial noninfringing uses. Since November 3, 2011, when the original

5
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complaint in Proxyconn, Inc. v. Microsoft Corp. et al., Case No. SA CV 11-1681-
DOC was filed, Microsoft has had knowledge of the '717 patent and, by continuing
the actions described above, has had the specific intent to, or were willfully blind
to the fact that its actions would, induce infringement of the '717 patent. See, e.g.,

http://technet.microsoft.com/en-us/library/cc754372.aspx and

http://msdn.microsoft.com/en-
us/library/windows/desktop/aa372963%28v=VS.85%29.aspx. Indeed, Microsoft

has been aware of Proxyconn and its products since the summer of 2003, when
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Microsoft reviewed Proxyconn's technology. On information and belief, as a result
of its awareness of Proxyconn and its technology, Microsoft has been aware of the
patent since it issued on June 29, 2004, Thus, by making, using, importing,

offering for sale, and/or selling such software, Microsoft has injured Proxyconn
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and is thus liable to Proxyconn for infringement of the '717 patent under 35 U.S.C.
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§ 271(c) after November 3, 2011.
18. To the extent that facts learned in discovery show that Microsoft's

.
wn

infringement of the '717 patent is or has been willful, Proxyconn reserves the right
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17 || to request such a finding at time of trial.

I8 19. To the extent necessary, Proxyconn has marked its products pufsuant
19 || to35U.S.C. § 287(a).

20 20. As a result of Microsoft's infringement of the '717 patent, Proxyconn
21 || has suffered monetary damages in an amount adequate to compensate for
22 || Microsoft's infringement, but in no event less than a reasonable royalty for the use
23 || made of the invention by Microsoft, together with interest and costs as fixed by the
24 || Court, and Proxyconn will continue to suffer damages in the future unless
25 || Microsoft's infringing activities are enjoined by this Court. |
26 21.  Unless a permanent injunction is issued enjoining Microsoft and its
27 || agents, servants, employees, representatives, affiliates, and all others acting or in
28

6
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active concert therewith from infringing the 717 patent, Proxyconn will be greatly

and irreparably harmed.
COUNT II
(Infringement of U.S. Patent No. 6,757,717 Against HP)
22. HP has been and still is directly (literally and under the doctrine of
equivalents) infringing at least claims 1, 10, 11 and 22 of the '717 patent, literally

and under the doctrine of equivalents, by making, using, selling, offering to sell, or

impotrting, without license or authority, computer systems that include a sender

o R 3 N D BAWON —

computer and a receiver computer communicating through a network, with each

computer equipped with a method for creating digital digests on data and the

p—
<

receiving computer including a means for comparing digital digests. In particular,

ot
—

these computer systems contain software including, but not limited to, the Remote

o
N9

Differential Compression ("RDC") technology used in at least Microsoft's
Windows Server 2003 R2, Windows Server 2008, Windows Small Business Server

T
w

2003, Windows Small Business Server 2008, Windows Small Business Server

-
(9,

2011, Windows XP with Service Pack 3, Windows Vista, and Windows 7

Russ, AUGUST & KABAT
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17 || operating systems.

18 23.  For example, HP directly infringes claims 1 and 10 by making, using,

19 || selling, offering to sell or importing, without license or authority, the computer

20 || systems and software described above to its customers. Indeed, HP offers a

21 || training course to its customers that includes teaching the use of Microsoft's DFS
22 || Replication product, which uses RDC. | See

23 || http://www.hp.com/education/courses/hf847s.html?jumpid=reg r1002 useni.

24 24.  As another example, on information and belief, HP directly infringes

25 || claims 11 and 22 by using Microsoft's DFS Replication product on its internal

26 || servers, thereby practicing the claimed methods.

27 25. Attached as Exhibit B to this complaint is an exemplary chart

28 || illustrating how HP's making, using, selling, offering to sell, or importing, without

7
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license or authority, of its computer systems and software described above
infringes claims 1, 10, 11 and 22 of the '717 patent.

26. Since November 3, 2011, HP has been and still is indirectly
infringing, by way of inducing infringement by others of the '717 patent, by,
among other things, making, using, importing, offering for sale, and/or selling,
without license or authority, personal computers and servers for use in systems that
thereby fall within the scope of at least claims 1, 10, 11 and 22 of the '717 patent.
Such personal computers and servers include a sender computer and a receiver
computer communicating through a network, with each computer equipped with a
method for creating digital digests on data and the receiving computer including a
means for comparing digital digests.  In particular, these computer systems
contain software including, but not limited to, the Remote Differential
Compression ("RDC") technology used in at least Microsoft's Windows Server
2003 R2, Windows Server 2008, Windows Small Business Server 2003, Windows
Small Business Server 2008, Windows Small Business Server 2011, Windows XP
with Service Pack 3, Windows Vista, and Windows 7 operating systems. HP
induces its customers and end users to directly infringe by inducing or encouraging
the use of  the infringing RDC technology. See
hitp://www.hp.com/education/courses/hf847s.html?jumpid=reg_r1002 useni.

Since November 3, 2011, when the original complaint in Proxyconn, Inc. v.
Hewlett-Packard Company, Case No. 11-cv-1682-DOC was filed, HP has had
knowledge of the '717 patent and, by continuing the actions described above, has
had the specific intent to, or were willfully blind to the fact that its actions would,
induce infringement of the 717 patent. See

http://www.hp.com/education/courses/hf847s.htmli?jumpid=reg_r1002_useni.

Thus, by making, using, importing, offering for sale, and/or selling such personal

computers and servers, HP has injured Proxyconn and is thus liable to Proxyconn

8
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for infringement of the '717 patent under 35 U.S.C. § 271(b) after November 3,
2011. 4

27.  Since November 3, 2011, HP has also been and still is indirectly
infringing, by way of contributing to the infringement by others of the '717 patent,
by, among other things, making, using, importing, offering for sale, and/or selling,
without license or authority, systems that thereby fall within the scope of at least
claims 1, 10, 11 and 22 of the '717 patent. Such personal computers and servers
include a sender computer and a receiver computer communicating through a
network, with each computer equipped with a method for creating digital digests
on data and the receiving computer including a means for comparing digital
digests. In particular, these computer systems contain software including, but not
limited to, the Remote Differential Compression ("RDC") technology used in at
least Microsoft's Windows Server 2003 R2, Windows Server 2008, Windows
Small Business Server 2003, Windows Small Business Server 2008, Windows
Small Business Server 2011, Windows XP with Service Pack 3, Windows Vista,
and Windows 7 operating systems. HP contributes to its customers directly
infringing by inducing or encouraging the use of its infringing RDC technology.
See http://www.hp.com/education/courses/hf847s.html?jumpid=reg_r1002_ useni.

'HP's systems and software are a material part of the invention, and are especially

made or especially adapted for use in the infringement of '717 patent and are not a
staple article or commodity of commerce suitable for substantial noninfringing
uses. Since November 3, 2011, when the original complaint in Proxyconn, Inc. v.
Hewlett-Packard Company, Case No. 11-cv-1682-DOC was filed, HP has had
knowledge of the '717 patent and, by continuing the actions described above, has
had the specific intent to, or were willfully blind to the fact that its actions would,
induce infringement of the 717 patent. See

http://www.hp.com/education/courses/hf847s.html?jumpid=reg r1002 useni.

Thus, by making, using, importing, offering for sale, and/or selling such software,

9
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HP has injured Proxyconn and is thus liable to Proxyconn for infringement of the
'717 patent under 35 U.S.C. § 271(c) after November 3, 2011.

28. To the extent that facts learned in discovery show that HFP's
infringement of the '717 patent is or has been willful, Proxyconn reserves the right
to request such a finding at time of trial.

29. To the extent necessary, Proxyconn has marked its products pursuant
to 35 U.S.C. § 287(a).

30. As a result of HP's infringement of the '717 patent, Proxyconn has
suffered monetary damages in an amount adequate to compensate for HP's
infringement, but in no event less than a reasonable royalty for the use made of the
invention by HP, together with interest and costs as fixed by the Court, and
Proxyconn will continue to suffer damages in the future unless HP's infringing
activities are enjoinéd by this Court.

31.  Unless a permanent injunction is issued enjoining HP and its agents,
servants, employees, representatives, affiliates, and all others acting or in active
concert therewith from infringing the '717 patent, Proxyconn will be greatly and
irreparably harmed.

COUNT 111
(Infringement of U.S. Patent No. 6,757,717 Against Acer)

32. Acer has been and still is directly (literally and under the doctrine of
equivalents) infringing at least claims 1, 10, 11 and 22 of the '717 patent, literally
and under the doctrine of equivalents, by making, using, selling, offering to sell, or
importing, without license or authority, computer systems that include a sender
computer and a receiver computer communicating through a network, with each
computer equipped with a method for creating digital digests on data and the
receiving computer including a means for comparing digital digests. In particular,
these computer systems contain software including, but not limited to, the Remote

Differential Compression ("RDC") technology used in at least Microsoft's
10
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Windows Server 2003 R2, Windows Server 2008, Windows Small Business Server
2003, Windows Small Business Server 2008, Windows Small Business Server
2011, Windows XP with Service Pack 3, Windows Vista, and Windows 7
operating systems.

33, For example, Acer directly infringes claims 1 and 10 by making,
using, selling, offering to sell or importing, without license or authority, the
computer systems and software described above to its customers.

34, As another example, on information and belief, Acer directly infringes
claims 11 and 22 by using Microsoft's DFS Replication product on its internal
servers, thereby practicing the claimed methods. Indeed, Acer markets the ability
to use Microsofts DFS Replication on its  servers. See
http://static.acer.com/up/Resource/Acer/Storage/SAN/AN1600_F1/Docs/20110408
/AN1600%20F1%20Longspecs%20US%2004 11 _11.pdf, at 3-4.

35. Attached as Exhibit B to this complaint is an exemplary chart

illustrating how Acer's making, using, selling, offering to sell, or importing,

without license or authority, of its computer systems and software described above
infringes claims 1, 10, 11 and 22 of the '717 patent.

36. Since November 3, 2011, Acer has been and still is indirectly
infringing, by way of inducing infringement by others of the '717 patent, by,
among other things, making, using, importing, offering for sale, and/or selling,
without license or authority, personal computers and servers for use in systems that
thereby fall within the scope of at least claims 1, 10, 11 and 22 of the "717 patent.
Such personal computers and servers include a sender computer and a receiver
computer communicating through a network, with each computer equipped with a
method for creating digital digests on data and the receiving computer including a
means for comparing digital digests. In particular, these computer systems
contain software including, but not limited to, the Remote Differential

Compression ("RDC") technology used in at least Microsoft's Windows Server

11
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2003 R2, Windows Server 2008, Windows Small Business Server 2003,_Windows
Small Business Server 2008, Windows Small Business Server 2011, Windows XP
with Service Pack 3, Windows Vista, and Windows 7 operating systems. Acer
induces its customers and end users to directly infringe by inducing or encouraging
the use of the infringing RDC technology. See
http://static.acer.com/up/Resource/Acer/Storage/SAN/AN1600_F1/Docs/20110408
/AN1600%20F 1%20Longspecs%20US%2004 11 11.pdf, at 3-4. Since

November 3, 2011, when the original complaint in Proxyconn, Inc. v. Acer

America Corporation, Case No. 11-cv-1684-DOC was filed, Acer has had
knowledge of the '717 patent and, by continuing the actions described above, has
had the specific intent to, or were willfully blind to the fact that its actions would,
induce infringement of the 717 patent. See
http://static.acer.com/up/Resource/Acer/Storage/ SAN/AN1600 F1/Docs/20110408
JAN1600%20F 1%20Longspecs%20US%2004 11 11.pdf, at 3-4. Thué, by

making, using, inipox“cing, offering for sale, and/or selling such personal computers

and servers, Acer has injured Proxyconn and is thus liable to Proxyconn for
infringement of the '717 patent under 35 U.S.C. § 271(b) after November 3, 2011,
37. Since November 3, 2011, Acer has also been and still is indirectly
infringing, by way of contributing to the infringement by others of the '717 patent,
by, among other things, making, using, importing, offering for sale, and/or selling,
without license or authority, systems that thereby fall within the scope of at least
claims 1, 10, 11 and 22 of the '717 patent. Such personal computers and servers
include a sender computer and a receiver computer communicating through a
network, with each computer equipped with a method for creating digital digests
on data and the receiving computer including a means for comparing digital
digests. In particular, these computer systems contain software including, but not
limited to, the Remote Differential Compression ("RDC") technology used in at
least Microsoft's Windows Server 2003 R2, Windows Server 2008, Windows

12
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Small Business Server 2003, Windows Small Business Server 2008, Windows
Small Business Server 2011, Windows XP with Service Pack 3, Windows Vista,
and Windows 7 operating systems. Acer contributes to its customers directly
infringing by inducing or encouraging the use of its infringing RDC technology.
See

hitp://static.acer.com/up/Resource/Acer/Storage/SAN/AN1600_F1/Docs/20110408
JAN1600%20F 1%20Longspecs%20US%2004 11_11.pdf, at 3-4. Acer's systems

and software are a material part of the invention, and are especially made or

especially adapted for use in the infringement of '717 patent and are not a staple
article or commodity of commerce suitable for substantial noninfringing uses.
Since November 3, 2011, when the original complaint in Proxyconn, Inc. v. Acer
America Corporation, Case No. 11-cv-1684-DOC was filed, Acer has had
knowledge of the '717 patent and, by continuing the actions described above, has
had the specific intent to, or were willfully blind to the fact that its actions would,
induce infringement of the 717 patent. See
hitp://static.acer.com/up/Resource/Acer/Storage/SAN/AN1600_F1/Docs/20110408
JAN1600%20F 1%20Longspecs%20US%2004 11 11.pdf, at 3-4.  Thus, by

making, using, importing, offering for sale, and/or selling such software, Acer has

injured Proxyconn and is thus liable to Proxyconn for infringement of the '717
patent under 35 U.S.C. § 271(c) after November 3, 2011.

38. To the extent that facts learned in dlscovery show that Acet's
infringement of the '717 patent is or has been willful, Proxyconn reserves the right
to request such a finding at time of trial.

39. To the extent necessary, Proxyconn has marked its products pursuant
to 35 U.S.C. § 287(a).

40. As a result of Acer's infringement of the '717 patent, Proxyconn has
suffered monetary damages in an amount adequate to compensate for Acer's

infringement, but in no event less than a reasonable royalty for the use made of the
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invention by Acer, together with interest and costs as fixed by the Court, and
Proxyconn will continue to suffer damages in the future unless Acer's infringing
act1v1tles are enjoined by this Court.

41. Unless a permanent m_;unctlon is issued enjoining Acer and its agents,
servants, employees, representatives, affiliates, and all others acting or in active

concert therewith from infringing the '717 patent, Proxyconn will be greatly and

jrreparably harmed.

COUNT IV
(Infringement of U.S. Patent No. 6,757,717 Against Dell)
42. Dell has been and still is directly (literally and under the doctrine of

equivalents) infringing at least claims 1, 10, 11 and 22 of the '717 patent, literally
and under the doctrine of equivalents, by making, using, selling, offering to sell, or
importing, without license or authority, computer systems that include a sender
computer and a receiver computer communicating through a network, with each
computer equipped with a method for creating digital digests on data and the
receiving computer including a means for comparing digital digests. In particular,
these computer systems contain software including, but not limited to, the Remote
Differential Compression ("RDC") technology used in at least Microsoft's
Windows Server 2003 R2, Windows Server 2008, Windows Small Business Server
2003, Windows Small Business Server 2008, Windows Small Business Server
2011, Windows XP with Service Pack 3, Windows Vista, and Windows 7
operating systems.

43. For example, Dell directly infringes claims 1 and 10 by making,
using, selling, offering to sell or importing, without license or authority, the
computer systems and software described above to its customers. Indeed, Dell
markets the ability to use Microsoft's DFS Replication on its servers. See

http://content.dell.com/us/en/business/d/business~solutions~power~en/Documents
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~ps1q10-20100266-
Sherbak.pdf.aspx?c=us&cs=OWR08& =en& s=bsd&redirect=1.
44.  As another example, on information and belief, Dell directly infringes

claims 11 and 22 by using Microsoft's DFS Replication product on its internal

servers, thereby practicing the claimed methods.

45. Attached as Exhibit B to this complaint is an exemplary chart
illustrating how Dell's making, using, selling, offering to sell, or importing, without
license or authority, of its computer systems and software described above
infringes claims 1, 10, 11 and 22 of the '717 patent.

46. Since November 3, 2011, Dell has been and still is indirectly

W 00 N N B W N e

-y
<

infringing, by way of inducing infringement by others of the '717 patent, by,

—
[—y

among other things, making, using, importing, offering for sale, and/or selling,

[
b

without license or authority, personal computers and servers for use in systems that

thereby fall within the scope of at least claims 1, 10, 11 and 22 of the '717 patent.

RUSS, AUGUST & KABAT
AN

15 || Such personal computers and servers include a sender computer and a receiver
16 || computer communicating through a network, with each computer equipped with a
17 || method for creating digital digests on data and the receiving computef including a
18 || means for comparing digital digests. In particular, these computer systems
19 || contain software including, but not limited to, the Remote Differential
20 || Compression ("RDC") technology used in at least Microsoft's Windows Server
21 || 2003 R2, Windows Server 2008, Windows Small Business Server 2003, Windowé
22 || Small Business Server 2008, Windows Small Business Server 2011, Windows XP
23 || with Service Pack 3, Windows Vista, and Windows 7 operating systems. Dell
24 || induces its customers and end users to directly infringe by inducing or encouraging
25 || the use of the infringing RDC technology. See
26 || hittp://content.dell.com/us/en/business/d/business~solutions~power~en/Documents

27 || ~pslql0-20100266-

28 || Sherbak.pdf.aspx?c=us&cs=0WRO8&I=en&s=bsd&redirect=1. Since November
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3, 2011, when the original complaint in Proxyconn, Inc. v. Dell Inc., Case No. 11-
cv-1683-DOC was filed, Dell has had knowledge of the '717 patent gnd, by
continuing the actions described above, has had the specific intent to, or were
wiﬁfully blind to the fact that its actions would, induce infringement of the '717
patent. See
h.ttp://content.deﬂ.com/us/en/business/d/business~solutions~power~en/Documents
~ps1q10-20100266-

Sherbak.pdf.aspx?c=us&cs=OWRO08&|=en&s=bsd&redirect=1. Thus, by making,

using, importing, offering for sale, and/or selling such personal computers and
servers, Dell has injured Proxyconn and is thus liable to Proxyconn for
infringement of the '717 patent under 35 U.S.C. § 271(b) after November 3, 2011.
47. Since November 3, 2011, Dell has also been and still is indirectly
infringing, by way of contributing to the infringement by others of the '717 patent,
by, among other things, making, using, importing, offering for sale, and/or selling,
without license or authority, systems that thereby fall within the scope of at least
claims 1, 10, 11 and 22 of the '717 patent. Such personal computers and servers
include a sender computer and a receiver computer communicating through a
network, with each computer equipped with a method for creating digital digesfs

on data and the receiving computer including a means for comparing digital

~digests. In particular, these computer systems contain software including, but not

limited to, the Remote Differential Compression ("RDC") technology used in at
least Microsoft's Windows Server 2003 R2, Windows Server 2008, Windows
Small Business Server 2003, Windows Small Business Server 2008, Windows
Small Business Server 2011, Windows XP with Service Pack 3, Windows Vista,
and Windows 7 operating systems. Dell contributes to its customers directly
infringing by inducing or encouraging the use of its infringing‘ RDC technology.
See

http://content.dell.com/us/en/business/d/business~solutions~power~en/Documents
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~ps1q10-20100266-
Sherbak.pdf.aspx?c=us&cs=OWRO08& |=en&s=bsd&redirect=1.  Dell's systems

and software are a material part of the invention, and are especially made or

especially adapted for use in the infringement of '717 patent and are not a staple
article or commodity of commerce suitable for substantial noninfringing uses.
Since November 3, 2011, when the original complaint in Proxyconn, Inc. v. Dell
Inc., Case No. 11-cv-1683-DOC was filed, Dell has had knowledge of the '717
patent and, by continuing the actions described above, has had the specific intent
to, or were willfully blind to the fact that its actions would, induce infringement of
the 717 patent. See

http://content.dell.com/us/en/business/d/business~solutions~power~en/Documents

. ~ps1q10-20100266- |
" Sherbak.pdf.aspx?c=us&cs=OWR08&I=en&s=bsd&redirect=1. Thus, by making,

using, importing, offering for sale, and/or selling such software, Dell has injured
Proxyconn and is thus liable to Proxyconn for infringement of the '717 patent
under 35 U.S.C. § 271(c) after November 3, 2011.

48. To the extent that facts learned in discovery show that Dell's
infringement of the '717 patent is or has been willful, Proxyconn reserves the right
to request such a finding at time of trial.

49. To the extent necessary, Proxyconn has marked its products pursuant
to 35 U.S.C. § 287(a).

50. As a result of Dell's infringement of the '717 patent, Proxyconn has
suffered monetary damages in an amount adequate to compensate for Dell's | -
infringement, but in no event less than a reasonable royalty for the use made of the
invention by Dell, together with interest and costs as fixed by the Court, and
Proxyconn will continue to suffer damages in the future unless Dell's infringing

activities are enjoined by this Court.
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51. Unless a permanent injunction is issued enjoining Dell and its agents,
servants, employees, representatives, affiliates, and all others acting or in active

concert therewith from infringing the '717 patent, Proxyconn will be greatly and

irreparably harmed.
PRAYER FOR RELIEF
Proxyconn prays for the following relief:
1. A judgment that each of the Defendants has directly infringed (either

literally or under the doctrine of equivalents) one or more claims of the 717 patent;
2. A judgment that each of the Defendants has indirectly infringed

(either literally or under the doctrine of equivalents) one or more claims of the '717

patent since November 3, 2011;

3. A permanent injunction enjoining each of the Defendants and its
officers, directors, agents, servants, affiliates, employees, divisions, branches,
subsidiaries, parents, and all others acting in active concert or participation with it,

from directly or indirectly infringing the '717 patent;

4.  An award of damages resulting from each Defendant's acts of direct
infringement (either literal or under the doctrine of equivalents) in accordance with

35U.S.C. § 284;
5.  An award of damages resulting from each Defendant's acts of indirect

infringement (either literal or under the doctrine of equivalents) in accordance with
35 U.S.C. § 284, beginning at least from the date of the filing of the original

complaint against each Defendant;

6. A judgment and order requiring each of the Defendants to provide an
accounting and to pay supplemental damages to Proxyconn, including, without

limitation, prejudgment and post-judgment interest; and

7.  Any and all other relief to which Proxyconn may show itself to be

entitled.
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JURY TRIAL DEMANDED

Proxyconn hereby demands a trial by jury of all issues so triable.

Dated: November 1, 2012 Respectfully submitted,
RUSS AUGUST & KABAT

By: //M— J 7%#

Marc A. Fenster

Marc A. Fenster, Cal. Bar No. 181067
Email: mfenster@raklaw.com

Andrew D. Weiss, Cal. Bar No. 232974
Email: aweiss@raklaw.com

12424 Wilshire Boulevard, 12" Floor |
Los Angeles, California 90025
Telephone: (310) 826-7474

Facsimile: (310) 826-6991

Attorneys for Plaintiff
PROXYCONN, INC.
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The invention providés a system for data access in a packet-
switched network, including a sender/computer including an
operating unit, a first memory, a permanent storage memory
and a processor and a remote receiver/computer including an
operating vait, a first memory, a permanent storage memory
apd a processor, the sender/compuler and the receiver/
computer communicating through the network; the sender/
computer further including device for calculating digital
digests on data; the receiver/computer further including a
network cache memory and device for calculating digital
digests on data in the network cache memory; and the
receiver/computer and/or the sender/computer including
device for comparison between digital digests. The inven-
tion also provides a method and apparatus for increased data
access in a packet-switched petwork.
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1
SYSTEM AND METHOD FOR DATA ACCESS

RELATED APPLICATION

This application claims priority and is entitled (o the filing
date of Isracli application Ser. No. 126292 filed Sep. 18,
1998, and entitled “System And Method For Data Access,”
and which describes the same invention as defined herein.

FIELD OF THE INVENTION

The present invention relates to data access in networks.
_ Specifically, the invention is concerned with a method,
system and apparatus for increasing the speed of data
accessing in communication networks.

BACKGROUND OF THE INVENTION

Many known applications and protocols provide means
for caching and verifying of data transmitted via a network
2 (FIG. 1, prior art). Thus, a client (recciver) 4 caches data
received from petwork 2 in cache 6. Then, when data from
a remote server (sender) 8 is requested, it first searches its
local cache. If the requested data is available in the cache
and is verified to be valid, the client uses it, and transmission
over the network is not required. Gateway or proxy caches
10 (FIG. 2, prior art) are able to operate in a simitar papner.

The most well-known technigues are as follows:

1) In response to a request from a receiver, 2 sepder attaches
to the sent data ap expiration time in absolute or relative
form. The receiver, and possibly proxies, cache the data
together with its request untif the expiration (ime. Then
the data is retricved from the cache. In some cases, the
receiver gnesses the expiration time.

The problem associated with this techuique is that the data
entity can be changed before the expiration time, and the
receiver would use an obsolete version of the data withont
even knowing it. Also, when the time has expired, the data
will be resent, even if it is up to date.

2) In response fo a request from a receiver, the sender
attaches a validator to the sent data. The validator changes
2t Jeast every time the data changes; in many cases,
system lime is used as the validator. The receiver, and
possibly proxies, cache the data togetber with its request.
When making the next request for the same data to the
same sender, the receiver includes the validator. The
sender keeps track of the data and resends it only if it were
changed.

The problems assocjated with this lechnique are:

#) Data is cached according fo requests and senders. If the
same request is ditected to different servers, cached
data cannot be reused,

b) Requests without concrete data cannot be cached.

¢) The sender must track the cached data, which is not
always possible.

None of the prior art techniques discussed above provides
means for transmitting minor differences in data.
Additionally, if data is retrieved through a caching proxy,
there is a danger that an unauthorized user will have access
to the data.

It is therefore a broad object of the present invention to
provide a method, system and apparatus for increasing the
speed of data access in a packet-swilched network.

Another object of the present invention is to decrease data
traffic throughout the network.

Still apother object of the present invention is to decrease
the required cache size.
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Ayet further object of the prescnt invention is to maintain
accessed data integrity and to improve security.

SUMMARY OF THE INVENTION

The terras “data” or “data object” as used herein refer to
a file or range of octets in a file, a range of frames in a video
stream or RAM-based range of octels, a transport level
network packet, or the fike.

The term “digital digest” as used herein refess fo a
fixed-size binary value calculated from arbitrary-size binary
data in such a way that it depends only on the conients of the
data and the low probability that two different data or objects
have the same digital digest.

The term “gateway” as used herein also includes network
proxies and routers.

If a sender/computer in a network is required to send data
to another receiver/computer, and the receiver/computer has
data with the same digital digest as that of the data 10 be seat,
it can be assumed with sufficient probability for most
practical applications that the receiver/computer has data
which is exactly the same as the data to be sent, Then, the
receiver/computer can use the data immediately without its
actual transfer through the network. In the present inventios,
this idea is used in 2 variety of ways.

In one embodiment of the invention, a sender/computer
required to send data to a receiver/computer computer
initially sends a digital digest of the data, If the receiver/
computer already has data with the same digital digest, it
uses this data as if il were actually trapsmitted from the
sender/computer. Additionally, digital digests for other data
objects can be sent together with the principal digest. If the
receiver/computer cannot find data having the principal
digest, it searches for data with one of these auxiliary
digests. If such data is found, the sender/computer is
required to send only the differcnce between the requested
data object and the data object corresponding to the digest.

The expression “difference between a first data or data
object and 2 second data or data object” as used herein
means any bit sequence that enables the restoration of the
first data, given tbe second data, the bit scquence and the
method employed in calculating the difference.

The invention may be implerented in a gateway system.
Such a system comprises a gateway computer connected fo
a packet-switched petwork ip such 2 way that network
packets sent between at least two other computers pass
through it; a caching computer connected to the gateway
computer, 1he caching computer having a network cache
memory in its permanent storage memory, means for cal-
culating a digital digest on the data it stores and means for
comparison between a digital digest calculated on data in its
network cache memory and a digital digest received from
the packet-switched network by the gateway computer.
When this system infercepts an indication signal other than
a positive indication signal for a certain digital digest from
a receiver/computer compuier, if it has data with the same
digest, it sends this data to the receiver/computer.

In another embodiment of the present invention, a client
computer sends 10 & server computer a request including
digital digests. A sender/computer forming a response then
searches for data with the same digital digests as those
received. If the digest of the data in the response equals one
of the received digests, the server only sends confirmation.
If the digest of another data is ideatical to one of the received
digests, oply the difference(s) between thesc data is sont.

In accordance with the present inveniion, there is there-
fore provided a system for data access in a packet-swilched
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network, comprising 2 sender/computer including an oper-
ating unit, a first memory, a permanent storage memory and
a processor and a remote receiverfcompuler including an
operating unit, a first memory, 2 permanent slorage memory
and a processor, said sender/computer and said receiver/
computer communicating throngh said network; said sender/
computer further including means for calculaling digital
digests on data; said receiver/computer further inchuding a
network cache memory and means for calculating digitel
digests on data in said network cache memory; and said
receiver/compuier and/or said sender/compuler includiog
means for comparison between digital digests.

The jovention also provides a system for data access in a
packet-switched petwork, comprising a gateway compuler
including an operating unit, a memory and a processor
connected to said packet-switched network in such a way
that network packels sent between at least two other com-
puters pass through i; 2 caching computer including an
operating unit, a first memory, a permanent storage memory
and a processor connecied to said gateway compuler through
a fast local network; said caching computer further inciuding
a network cache memory in its permanen! storage memory,
means for calculating a digital digest on data stored therein
and means for comparison between a digital digest calon-
lated on data in its network cache memory and 2 digital
digest received from said packet-switched network through
said gateway computer.

In addition, ke invention provides a system for dala
access in a packet-switched network, comprising a sender/
computer including an operating umit, a first memory, a
permanent storage memory and a processor and a remote
receiver/computer including an operating unit, a first
memory, a permanent storage memory and a processor, said
sender/computer and said receiver/computer communicat-
ing through a network; said sender/computer further includ-
ing means for calculating digital digests on data, and said
receiver/computer furtber including a network cache
memory, means for storing a digital digest received from
said network in its permanent storage memory and means
for comparison between digital digests.

The invention further provides a method performed by a
sender/computer in a packet-switched network for increas-
ing data access, said sender/computer including an operating
unit, a first memory, a permanent siorage memory and a
processor and said sender/corputer being operative to traps-
mit data to a receiver/compuler, the method comprising the
steps of iransmitting a digital digest of said data from said
sender/computer 10 said receiver/computer; receiving a
response signal from said receiver/computer at said sender/
computer, said response signal conlaining a positive, partial
or negative indjcation signal for said digital digest, and ifa
negative indication signal is reccived, transmitting said data
from said sender/computer to said receiver/computer.

The invention still further provides 2 method for increas-
ing data access performed by a sender/computer in 2 packet-
switched petwork, said sender/computer including an oper-
ating unit, a first memory, a permanent storage memory and
a processor and sajid sender/computer being operative to
transmit principal data to a receiver/computer, said method
comprising the steps of trapsmitting digital digests of said
principal data and of one or more auxiliary data from said
sender/computer to said receiver/computer; receiving a
response signal 2t said sender/computer from said receiver/
computer, said response signal containing a positive, nega-
tive or partial indication signal, and if a partial indication
signal is received, said sender/computer transmitting a sig-
nal constituting the difference between said principal data
and comesponding auxiliary data.
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The invention yet further provides a method for increased
data access performed by a receiver/computer in a packet-
swiiched network, said receiver/computer including 4n oper-
ating unit, a first memory, a permancnt storage memory, a
processor and a network cache memory, said method com-
prising the steps of receiving a message containing a digital
digest from said network; searching for data with the same
digital digest in said network cache memory, and if data
having the same digital digest as the digital digest received
is not uncovered, forming a negative indication signal and
{ransmitling it back through said network.

Still further, the invention provides a method for
increased data access performed by a receiver/computer in 2
packet-swiiched network, said receiver/computer including
an operaling unit, a first memory, a permanent storage
memory, & processor and a neiwork cache memory, said
method comprising the steps of receiving a message con-

" taining 2 digital digest from said network; searching for data

with the same digital digest in said network cache memory,
and if data having (he same digital digest as the digital digest
received is uncovered, forming 2 positive indication signal
and trapsmitting it back through said metwork.

In addition, the fnvention provides a methad for increased
data access pecformed by a receiver/computer in a packet-
swilched network, said receiver/computer inchiding an oper-
ating unit, a firsl memory, a permanent storage memory, a
processor and a network cache memory, said method com-
prising the steps of receiving 2 message conlaining a prin-
cipal digital digest and one or more auxiliary digital digests
from said network; searching in predetermined locations in
said permanent storage memory for data with a digital digest
substantially identical to said principal digital digest; search-
ing in predetermined locations m said permanent storage
memory for data with a digital digest substantially identical
to one of said auxiliary digital digests; and if data having the
same digital digest as one of said auxiliary digital digests
received is uncovered, forming a partial indication signal
and transmitting it back through seid network.

Yei further, the invention provides & method for increased
data access performed by a computer system in a packet-
switched network, said computer system including a net-
work cache memory and being operationally interposed
between a sender/computer and a recejver/computer so that
data packets sent belween said sender/computer and said
receiver/computer are delivered through said computer sys-
tem; sajd method comprising the steps of intercepling 2
message confaining a digital digest transmitied from said
sender/computer 10 said receiver/computer, and transmitting
data with a digital digest substantially identical to the digital
digest received from said sender/computer to said receiver/
computer.

1n addition, the invention provides a method for increased
data access performed by a computer system in a packet-
swilched network, said computer system including a net-
work cache memory and being operationally interposed
between a sender/computer and a receiver/computer so that
data packets sent between said sender/computer and said
receiver/computer are delivered through said computer sys-
tern; said method comprising the steps of intercepling a
message confaining a digital digest transmitied from said
sender/computer o said receiver/computer; intercepting a
message containing an indication signal other than a positive
indication signal transmitted from said receiver/computer to
said sendor/computer in response 1o said message containing
a digital digest, and transmitting data with a digital digest
substantially identical 1o the digital digest received from said
sender/compuler (o said receiver/computer.
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Additionally, the invention provides a method for
increased data access performed by a client computer in a
packet-switched network, szid client computer including an
operaling unit, a first memory and a processor, said method
comprising the steps of sgnding a request for data from said
client computer to a sexver, said request containing digital
digests for different data; said server preparing a response 10
said request, searching for data with a digital digest sub-
stantially identical to one of the digital digests received in
said request, and producing the differcnce between said
response and the upcovered data.

Finally, the invention provides apparatus for increased
data access in a packet-switched network, comprising 2
computer connected 1o said packet-switched network,
including an operating unit, a first memory, 2 permanent
storage memory, a processor and 2 network cache memory;
means for calculating digital digests of data in said network
cache memory; meaps for comparison between digital
digests, and means for sending the resulis of comparison
between a digital digest received from another computer in
said network and a digital digest calculated on dats in said
network cache memory back to said other compuier.

The invention will now be described in connection with
cerfajn preferred embodiments with reference to the follow-
ing illustrative figures so that it may be more fully voder-
stood.

With specific reference now to the figures in detail, it is
stressed that the particulars shown are by way of example
and for purposes of illustrative discussion of the preferred
embodiments of the presen! invention only, and are pre-
sented in the cause of providing what is believed lo be the
most usefu] and readily understood desciption of the prin-
ciples and conceptual aspects of the invention. In this regard,
1o attempt is made 1o show stractural details of the invention
in more detail than is necessary for a fundamental under-
standing of the invention, the description taken with the
drawings making apparent to those skilled in the art bow the
several forms of the invention may be embodied in practice.

BRIEE DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates a prior art wide-area network;
FIG. 2 illustrates a prior art wide-area network with a
-caching gateway;

FIG. 3 is a flow diagram of the method of calculating the
difference between two data digests according to the present
invention;

FIG. 4 js a block diagram of a first embodiment of a
sender/compuler-receiver/computer system according to the
present invention;

FIG. 5 is a schematic representation illustrating the inter-
action between a sender/computer and a receiver/computer
according to the system of FIG. 4;

FIG. 6 is a flow diagram illustraling the method of
operaling the sender/computer according to the present
invention;

FIG. 7 is a flow diagram illustrating the method of
operating the receiver/computer according 1o the present
invention;

FIG. § is a schematic representation illustrating the nter-
action between a sender/computer and a receiver/computer

" according to another exbodiment of the present invention;

FIG. 9 is a flow diagram illustrating the method of
operating the sender/computer according 1o a further
embodiment of the present invention;

FIG. 10 is a flow diagram illustrating the metbod of

operating the receiver/computer according to the embodi- .

ment of FIG. 9;
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FIG. 11 is 2 block diagram of the configuration of the
gateway System according to the present invention;

FIG. 12 is a schematic representation of the interaction
between a sender/computer, a receiver/computer, and the
galeway configuration according to the present invention;

BIG. 13 is a flow diagram of the operation of the gateway;

FIG. 14 is a block diagram of a further configuration of a
sender/computer-receiver/compuier system according to the
present invention; and

FIG. 15 is a schematic representation of the interaction
between the sender/computer-receiver/computer system of
FIG. 14.

DETAILED DESCRIPTION OF PREFERRED
EMBODIMENTS

The performance gains realized by the present invention
are derived from the fact that computers in common wide-
area networks tend to repetitively transtit the same data
over the network.

The operations desceibed herein may take the form of
electrical or optical signals. The packet-switched network
may be Internet,

The term “digital digest” as used herein refers to the per
se known MD5 algorithm, described in RFC 1321 by R.
Rivest, which is a preferred calculation method. Other
algorithms may, however, just as well be used. For example,
a digital digest may be calculated according to the CRC
algorithm, or by applying the CRC algorithm to different
subsets or different reorderings of data, or by consecutively
applying CRC and MDS. In addition, any other algorithm
may be used, provided that it produces a fixed-size binary
value calculated from arbitrarily-sized binary data in such a
way that it depends only on the contents of said data and that
the probability of two different data baving the same digital
digest, is Iow.

‘Whenever means for calculating the difference between
two data are mentioned herein, the method as shown in FIG.
3 may be cmployed. The data are referred to as D1 and D2.
The difference between them consists of three parts: the
number of fragment pairs, the aray of fragment pairs, and
the remainder of D1. A fragment pair is a pair representing
the distance from the beginning of this fragment to the end
of the previous one, and the number of oclets in the fragment
(Dist,Length). A marker m1 is set at the beginning of the
data D1 and a marker m2 at the beginning of D2.

An octet m1 is designated as *m1 and an oclet m2 as *m2.
An integer K>1, which represents a minimel length of a
fragment encoded, e.g., K=3, is chosen.

As stated above, ml is set at the beginoing of DI, m2 at
the beginning of D2, and Dist=0 is assigned at 14. Aloop is
then enfered: if ml is at the end of D1 (16), 2 number of
fragment pairs is saved at 18, and the algorithm is com-
pleted. If m2 is at the end of D2 (20), the rest of D1 from m1
is saved at 22, a pumber of fragement pairs is saved, and the
algorithm is conpleted. If *m1 equals *m2 (24), 2 subrou-
tine “Fragment” is entered at 26; otherwise, m2 is moved by
one octet toward the end of D2 and Dist is increased by 1 at
28.

The subroutine “Fragment” proceeds as follows: New
markets {1=m1 and 2=m2 are set and Length=0 is assigned
at 30. t1 and 12 are moved by an octet toward the ends of D1
and D2 and Length is increased at 32. If t1is at the end of
D1, or {2.is at the end of D2, or *t1 does not equal *12 at the
end of the fragment (34), then the Length is 2 length of the
fragment and Disl is the distance between the beginning of
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this fragment and the end of the previous one. If the Length
<K as determined by 36, the fragment is dropped at 38, m2
is moved by one oclel and the subroutine is texminated.
Otherwiss, the pair (Dist,Length) is saved, the number of
pairs is increased by one, m1 and r2 are moved by Length
octets toward the ends of D1 and D2, and Dist is reset to 0
al 40. The subroutine is ended.

The sequence of fragment pairs may be further reduced in
size by using the per se known Huffman encoding or by
usiog an arithmetic coding, e.g., as disclosed in U S. Pat. No.
4,122,440.

Restoration of the data is simple. Marker m2 is set al the
beginning of the known D2. Then for each fragment pair
(Dist, Length) from the known difference, m2 is moved by
Dist oclets, Length octets are copied from m2-fo D1 and m2
is moved by Length. Then the rest of D1 is copied from the
remainder

An embodiment of a sender/computer-receiver/computer
system according 1o the present jnvention is schematically
{ilustrated in FIG. 4. A preferred embodiment is a network
computer system having at feast two computers. A sender/
compuier 42 (also referred to herein as “sender/computer”)
having an operating upit, a first memory, a permaeent
storage memory and 2 processor, is connected to the petwork
by any network connection 44. A remote receiver/computer
46 (also referred to herein as “receiver/computer”) having an
operating unit, a first memory, a permanent slorage megory
and 2 processor, is also conpected fo the network. The
receiver/computer 46 uses a par of its permanent storage
memory or ils first memory, or both, as petwork cache
wmemory 48. The sender/computer has caleulation means 50
for calculating a digital digest on data in its first memory or
jo its permanent storage memory. Similarly, the receiver/
computer has calcvlating means 52 for caloulating a digital
digest on data stored in its network cache memory 48. The
receiver/computer also has comparison means 54 for com-
paring between such a calculated digital digest and a digital
digest received from the network.

An example of a first memory could be a RAM; an
example of a permanent storage memory may be a disk
drive, a flash RAM or a bubble memory.

It is possible fo modify this system in different ways. The
receiverfcomputer 46 and sender/computer 42 may each
include means for storing the caleulated digital digest in its
first memory or permanent storage memory. Additionally,
the receiver/compuier 46 may have means for calculating a
digital digest on data in its permanen!t storage memory
outside of ils cache memory. Furthermore, the system may
be modified in such a way that the sender/computer 42 has
means 56 for calculating the difference between two data
objects.

Interaction between the receiver/computer and the seader/
computer is depicted in FIGS. S to 7. The data sender/
compuler 42 calculates a digital digest on the data in means
50 and then transmits the calculated digest to receiver/
computer 46. The receiver/computer receives the digital
digest from sender/computer 42 and then searches its net-
work cache memory 48 for data with the same digest. If it
finds such data, it uses il as if it were received from the
sender/computer 42 and issues 2 positive indication signal to
{he sender/computer. Otherwise, it sends a negative indica-
tion signal fo the sender/computer. Upon receiving a nega-
tive indication signal, the sender/computer transmits the
data. Upon receiving a positive indication signal, or upon
oxpiration of a predefined period of time, the scoder/
computer completes the transaction. This transaction begins
with a receiver/computer sending a request to the sender/
computer.
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The above-described method may be modified in different
ways. For example, absence of a signal from the receiver/
computer for a predetermined period of time may be con-
sidered by the sendet/compuler to be a negative indication
signal. Alternatively, the digital digests for some data may be
stored in the permanent storage memory of the sender/
compuier and obtained from there, or a plurality of data may
be processed in ope transaction, a digital digest being
calculated for each data object and 2 separate indication
signal issued on each digital digest.

Another method of interaction between the receiver/
computer 46 and the sender/computer 42 is jllustrated in
FIGS. 8-10. The data sepder/computer calculates a digital
digest on Lhe deta to be sent (her¢inafier, “principal digest™)
and for one or more other data objects (hereinafter, “auxil-
fary digests™). Without limiting the scope of the invention,
the following data objects may be recommended: (a) a
previous version of the data requested; (b) a file similar to
the data requested. Then the sender/computer sends the
principal and auxiliary digests to the receiver/computer.
Upon receiving a message with these digilal digests from the
sender/computer, the receiver/computer searches its network
cache memory 48 for data having the principal digest. If

.such data is found, it uses it as if it were received from

sender/computer 42 and issues a positive indication signal to
the sender/computer. Otherwise, receiver/computer 46
searches its petwork cache memory 48 for data with the
auxiliary digests. If it finds data with 2 digifal digest sub-
stantially equal to ope of the auxiliary digests, it issues a
partial indication signal to the sender/compuier, with a
reference to the digest. Otherwise, it issues a negative
indication signal to the sender/computer. Upon receiving a
pegative indication signal, the sender/computer sends the
data. Upon receiving a partial indication signal, the sender/
computer transmits the difference between the digital digest
of the data required 1o be sent and that of the data whose
digital digest was found by the receiver/compuier. This
transaction may also begin with the recciver/computer send-
ing a request to the sender/computer.

A modification of the above method is possible. For
example, absence of the indication signal from the receiver/
computer for a predefined period of time may be considered
by the sénder/computer as a negative indication signal, or
the digital digests for some data may be stored in the
permanent storage memory of the sender/computer and
obtained from there instead of being calculated immediately
before the transaclion. Alternatively, a plurality of data may
be processed in one transaction; a digital digest is calculated
for each data object and a separate indication signal issued
on every digital digest. Still aliernatively, receiver/computer
46 may search not only in its network cache memory 48, but
also in predefined locations in its permanent storage
memory. Seader/computer 42 may add to a digest it sends to
the receiver/computer information about the possible foca-
tion of the data with that digital digest in the receiver/
compuler’s permanent slorage memory.

Another embodiment of the present invention is scherati-
cally iflustrated in FIG. 11. Shown is a system comprising 2
gateway computer or gateway 60 including an operating
ugit, a first memory and a processor, and a caching computer
62 including an operating unit, 2 first memory, a permanent
storage memory and a processor, connecled to the gatoway
60 theough any fast network connection 64, e.g., Ethernet.
Gateway 60 is connected to a wide-area packet-switched
network in such a way that network packets sent between al
least two ofher computers 42 and 46 pass through the
gateway 60. The caching computer 62 uses 2 par of its
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permanent storage memory for network cache memory 66.
Caching compuier 62 has means 68 for calculating the
digital digest of data in its network cache memory 66, and
means 70 for comparison between such a calculated digital
digest and a digital digest reccived by gateway computer 60
from the wide-area network. It should be noted that gateway
computer 60 may be integrally formed with the caching
computer. The caching computer may have means for stor-
ing a calculated digital digest in its first memory or perma-
nent sforage memory.

By. way of example, operations which may be performed
in such a system will now be described with reference to
FIGS. 12 and 13. The gateway 60, operationally inlerposed
between a sender/computer 42 and a receiver/computer 46,
intercepls a digjtal digest sent from the sender/computer (0
the receiver/computer, saves it in its memory, and passes it
unchanged to the receiver/computer 46. Then the gateway
60 intercepts an indication signal other than a posilive
indication signal issued by the receiver/computer. If there
was a digest for this indication signal, the caching computer
62 scarches for data with the same digital digest in its
petwork cache memory 66. If that digest is found, then the
gateway sends the data to the receiver/computer, changes the
indication sigual to positive, and then passes the indication
signal to sender/computer 42.

Further, the caching computer 62 may verify a digital

* digest for a data object stored in its network cache megory
66 by calculating the digital digest for that data and com-
paring it to the digest stored in the network cache memory.
The calculated digital digest may be stored in the network
cache memory 66 and the data object-digital digest pair may
be marked as oot requiring further verification.

Another further cmbodiment of the present invention is
schematically jllustrated in FIG. 14. Jt consists of 2 network
computer system comprising at least two computers: a
sender/computer 42 including an operating upit, a first
memory, a permanent storage memory and a processor
which is connected to a network 44. A remote receiver/
computer 46 having an operating unit, a first memory, a
permanent storage memory and a processor is also con-
pected to the nétwork. The recciver/computer uses a part of
its permanent slorage memory or its first memory, or both,
for nelwork cache memory 72, The sender/computer 42 has
means 74 for calculating a digital digest for data in its
memory or i its permanent storage. The receiver/computer
46 has means ‘76 for calculating a digital digest for data
stored in its network cache memory. The sender/computer
42 also has means 78 for comparison between such a
calculated digital digest and a digital digest received from
the network. The sender/computer further includes means 8¢
for calenlating the difference between two data objects, and
receiver/computer 46 includes means 82 for restoring a data
object from another data object and the difference between
said data object being restored and said apother data object.

An interaction between the sender/computer and receiver/
computer according to this system is illustrated in FIG. 15.
When receiver/computer 46 is required to request data from
the server or sender/computer 42, it calculates one or more
digital digests for different dafa objects stored in its network
cache memory 72 or in ils permanent storage merory.
Without limiting the scope of the invention, the following
data objects may be recommended: () a previous version of
the data requested; (b) 2 file similar to the data requested; (c)
a data sel similar to the data requested, which may be
generated in a first memory; (d) a large data file or database
including fragments of octets, similar to the data requested.

The receiver/computer then fransmits a request for data,
containing one or more of the above-mentioned digital
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digests. The sender/computer prepares a response {o the
request, and then calculates a digilal digest on the data in the
response, If the calculated digest is equal lo one of the digital
digests in the request, the sender/computer sends a confir-
mation. Otherwise, the sender/computer may contipue
searching for the data objects with the same digital digests
in the predefined subset of its permanent storage memory. If
it finds such data, it calculates the difference between this
data and the data in the response, and sends only the
difference. Otherwise, the sender/computer sends the
response as prepared.

Variations of the above method are cnvisioned. For
example, a number of requests for data may be sent simul-
taneously. The digital digests on the receiver/computer may
be calculated earlier and stored in the permanent memory of
the receiver/computer. The digital digests on the sender/
computer may also be calculated earlicr and stored in the
permanest memory of the sender/computer.

It will be evideni fo those skilled in the art that the
invention is not limited to the details of the foregoing
illustrated embodiments and that the present invention may
be embodied in other specific forms without departing from
the spirit or essential atteibutes thereof. The present embodi-
menls are therefore to be considered ip all respects as
illustrative and nol resirictive, (he scope of the invention
being indicated by the appended claims rather than by the
foregoing description, and all chapges which come within
the meaning and range of equivalency of the claims are
therefore intended to be embraced therein.

‘What is claimed is:

1. Asystem for data access in a packet-swilched network,
comprising:

a sender/computer including an operating unit, a first
memory, a permanent storage memory and a processor
and a remote receiver/computer including an operating
unit, a first memory, 2 permanent storage memory and
a processor, said sender/computer and said receiver/
computer communicating through said network;

said sender/computer further including means for creating
digital digests on data;

said recefver/computer further including a network cache
memory and means for creating digifal digests on data
in said network cache memory; and

said receiver/computer including means for comparison
between digital digests.

2. The system as claimed in claim 1, wherein said
receiver/computer further includes means for a digital digest
for data stored in said permanent storage memory.

3. The system as claimed in claim 1, whercin said
receiver/computer further includes means for storing said
created digital digest in its first or permanent memory.

4. The system as claimed in claim 1, wherein said
sender/computer further includes means for the difference
between two data objects and said receiver/computer further
includes means for restoring a data object from another data
object and the difference between said data object being
restored and said another data object.

5. The systers as clajmed in claim 1, wherein said
sender/computer further includes means for the difference
between two data objects and said receiver/computer further
includes reans for restoring a data object from another data
object and the difference between said data object being
restored and said apother data object,

6. A system for data access in a packet-switched network,
comprising:

a gateway including an operating unit, a memory and a

processor connected to said packet-switched network
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in such a way that network packets sent between at least
two other computers pass through it;

a caching computer connecled to said gateway through a
fast Jocal melwork, wherein said caching computer
includes an operating unit, a first memory, a pepoanent
storage memory and a processor;

said caching computer furtber including a network cache
memory in ils permanent siorage memory, means fora
digital digest and means for comparison between a
digital digest on data io its network cache memory and
2 dlgltal digest received from said packet-switched
network through said gateway.

7. The system as claimed in claim 6, wherein said caching
computer further includes means for a digital digest for data
in its network cache memory.

8. The system as claimed in claim 6, wherein said cachmg
computer is integrally formed with said gateway.

9. The system as claimed in claim 6, wherein said caching
compuier further includes means for storing said digital
digest in said permanent siorage nemory.

10. A system for data access in a packel-switched
network, comprising:

a sender/computer including an operating unit, a first
memoty, 2 permanent storage memory and a Pprocessor
and a remofe receiver/computer including an operating

. unit, a first memory, 2 permanent storage memory and
a processor, said sender/computer and said receiver/
computer communicating through a network;
. said sender/computer further including means for creating
digital digests on data, and

said receiver/computer further including a network cache
memory, means for storing a digital digest received
from said petwork i its permanent storage memory
and means for comparison between digital digests.

11. A method performed by a sender/computer in 2
packet-switched network for increasing data access, said
sender/computer including an operating unit, a first memory,
a permanent sforage memory and a processor and said
sender/computer being operative to transmit data lo 2
receiver/compuier, the method comprising the steps of:

creating and transmitting a digital digest of said data from
said sender/computer 1o said receiver/computer;

receiving a response signal froms said receiver/computer at
said sender/computer, said response signal containing a
positive, partial or negative indication signal for said
digital digest, and

if a negative indication signal is received, transmitling
said data from said sender/computer to said receiver/
compuier.

12. The method as claimed in claim 11, wherein said
sender/computer creates said digital digest for the data
before transmitling it to said receiver/computer.

13. The method as claimed in claim 12, whercin said
sender/computer transmits the data to said receiver/
computer after a preset period of time has passed since
transmitting said digital digest fo said receiver/computer and
a response signal has not been received.

14. The method as claimed in claim 12, wherein, when a
plurality of data objects is 10 be sent, a digital digest is sent
for each of said data objects and a response signal is sent
containing a separate indication signal for each of said data
objects.

15. The metbod as claimed ip claim 12, wherein said
digital digest creation comprises the step of Cyclic Redun-
dancy Check against the confents of the data.

16. The method as claimed in claim 12, wherein said
digital digest creation comprises the step of MDS against the
contents of the data.
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17. A method for increasing data access performed by a
sender/computer in a packei-switched network, said sender/
computer including an operating unit, 2 first memory, a
permanent storage memory and a processor and said sender/
compuier being operative fo transmit principal data fo a
receiver/computer, said method comprising the steps of:

creating and fransmitting digital digests of said principal

data and of one or more auxiliary data from said
sender/computer 1o said receiver/computer;
receiving a response signal at said sender/computer from
said receiver/compuier, said response signal containing
a positive, negalive or partial indication signal, and

if a partial indication signal is recejved, said sendex/
computer trapsmitting a sigaal constituting the differ-
ence between said principal data and corresponding
auxiliary data.

18. The method as claimed in claim 17, wherein addi-
tional information about the probable location of auxiliary
data in said permanent storage memory of the receiver/
computer is eocoded and trapsmitied togetber with the
corresponding digital digest.

19. The method as claimed in claim 17, whsrem said
sender/compuler creates said digifal digest for date before
transmitting said digital digest o said receiver/computer,

20. The method as claimed in claim 17, wherein said
digital digest is obtained from the permancent storage
memory of said sender/computer.

21. The method as claimed in claim 17, wherein said
digital digest creation comprises the step of Cyclic Redun-
dancy Check against the contents of the data.

22. A method for increased data access performed by a
receiver/computer in a packel-swiiched network, said
receiver/computer including an operating umit, a first
memory, a permanent Sforage memory, a processor and a
petwork cache memory, said method compnsmg the steps
of:

receiving a message contajning a digital digest from said

petwork;

searching for data with the same digilal digest in said

network cache memoory,

if data having the same digital digest as the digital digest

received is not uncovered, forming a negative indica-

tion signal and transmitting it back through said net-
work; and

creating a digital digest for data received from said

network cache memory.

23, The method as claimed in claim 22, further compris-
ing searching in predetermined locations in said permanent
storage memory for data with a digital digest substantially
identical to the digital digest received from said network.

24. The method as claimed in claim 22, wherein a
plurality of digital digests for different data objects is
received in the same message and an indication signal is
generated separately for each of said data objects,

25. A method for increased data access performed by a
receiver/computer in a packet-switched network, said
receiver/computer including an operating unit, a first
mewmory, a permanent storage Memory, a processor and a
petwork cache memory, said method comprising the steps
of:

recejving a message containing a principal digital digest

and one or more auxiliary digital digests from said
petwork, wherein said auxiliary digital digests are
correlated to data objects similar to the dala object
represented by said principal digest;

searching in predetermined locations in said permanent

storage memory for data with a digital digest substan-
tially identical to said principal digital digest;

0
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searching in predetermined locations i said permanent
storage memory for data with a digital digest substan-
tially identical to one of said auxiliary digital digests;
and .

if data baving the same digital digest as one of said
anxiliary digital digests received is uncovered, forming
a partial indication signal and transmitting it back
through said network.

26. The method as claimed in claim 28, further compris-
ing the slep of searching the network cache remory for data
with said principal digital digest.

27. The method as claimed in claim 26, further compris-
ing the step of searching in said network cache memory for
data with one of said auxiliary digital digests.

28. A method for increased data access performed by a
computer system in a packet-switched network, said com-~
puter systex including a network cache mersory and being

operationally interposed between a sender/computer and -

receiver/computer so that data packets sent between said
senderfcomputer and said receiver/compuier are delivered
through said computer system; said method comprising the
steps of:

intercepting a message containing a digital digest trans-

mitted from said senderfcomputer to said recejver/
computer, and

transmitting data with a digital digest substantjally iden-

tical to the digital digest received from said sender/
computer to said receiver/computer in respounse {o said
message, whereby said sender/computer is relieved of
the burden of transmitting said data,

29. The method of claim 28 further comprising the step of
receiving said data into the network cache memory prior to
intercepting the message.

30, A method for increased data access performed by 2
computer system in a packet-switched petwork, said com-
puter system including a network cache memory and being
operationally interposed between a sender/computer and a
receiverfcomputer so that data packets sent between said
sender/computer and said receiver/computer are delivered
through said computer sysiem; said method comprising the
steps of:
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intercepting a message containing a digital digest trans- -
mitted from said sender/compuier to said receiver/
compuier;

intercepting a message containing an indication signal

other than a positive indication signal transmitted from
said receiver/computer fo said sender/computer in
response o said message containing a digital digest,
and

trapsmilting data with a digital digest substantially iden-

tical to the digital digest received from said sender/
computer to said receiver/computer, whereby said
sender/computer is relieved of the burden of fransmit-
ting said data.

31, The method of claim 30 furlher comprising the step of
receiving said data into the network cache memory prior fo
intercepting the message.

32. A method for increased data access performed by a
client computer in a packet-switched network, said client
computer including an operating unit, a first memory and a
processor, said method comprising the steps of:

sending a request for a single first data object from said

client computer fo a server, said request containing
multiple digital digests for different data objects similar
to said first data object;

said secver preparing a response 1o said request, searching

for a second data object with a digital digest substan-
tially identical 1o one of the digital digests received in
said request, and producing the difference between said
first data object and the uncovered second data object.

33, The method as claimed in claim 32, further compris-
ing the step of transmiting said difference to said client
compuler. »

34, The method as claimed in claim 33, further compris-
ing the step of using said difference for restoring the data
from said response in said client computer.

* ok ok k¥
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o sender/computer including an operatin RDC is used with both a sender/compu
a first memory, a permanent storage memory (server) and a receiver/computer (client):

and a processor and
“In a typical RDC scenario, a server anda
a remote receiver/computer including an client have different versions of a file, (The
operating unit, a first memory, a permanent | terms client and server refer only to the
storage metmory and a processor, ‘ computets' roles in this scenario, not their ’
operating systems.)"
The sender/computer and receiver/computer
each include an operating unit, a RAM (a first
memory), a hard disk drive (permanent storage
memory), and a processor.
said sender/computer and said The sender/computer and receiver/computer
receiver/computer communicating through said | communicate through the network:
network; :

"Remote Differential Compression (RDC)
allows data to be synchronized with a remote
source using compression techniques to
minimize the amount of data sent across the
network."

YRDC is suitable for applications that move
data across a wide area network (WAN) ...."

said sender/computer further including means The sender/computer uses the FilterMax
for creating digital digests on data; signature generator to create signatures (digital
digests) of files:

"The RDC client and server each use the RDC
library's FilterMax signature generator to
divide their copy of the file into chunks and
compute a strong hash, called a signature, for
each chunk of file data."’

“n About Remote Differential Compression” 12,
S About Remote Differential Compression” 1.
61 About Remote Differential Compression" 6.
™ About Remote Differential Compression” §13.
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said receiver/computer further including a The receiver/computer has a staging folder that
network cache memory and operates as a network cache memory:

“DFS Replication uses staging folders to act as
caches for new and changed files to be
replicated from sending members to receiving
members.... The receiving member downloads
the data and builds the file in its staging

folder.™ .
means for creating digital digests on data in The receiver/computer uses the FilterMax
said network cache memory; signature generator to create signatures (digital

digests) of files:

*The RDC client and server each use the RDC
library's FilterMax signature generator to
divide their copy of the file into chunks and
computs a strong hash, called a signature, for
each chunk of file data.”® .

and said receiver/computer including means The receiver/computer compares file
for comparison between digital digests. signatures:

"The client initiates the RDC protocol by
requesting the sovrce signature list from the
server. Then the client compares each source
signature against the signatures in its own seed
signature list.""°

Sngtaging Foldets and Conflict and Deleted folders" (http;//technet.microsoft.com/en-
gs/ﬁbrgngc782648( WS.10,printer).aspo) §1. '

" About Remote Differential Compression” {13.
108 A bout Remote Differential Compression” §14.
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10. A system for data access ma packet- On information and belief, Defendants practice

Filed 11/02/12 Page 42 of 51 Page ID #:940

claim 10 by, for example, using DFS
Replication on systems in their internal
networks. Additionally, HP, Dell and Acer
practice claim 10 by making, using, selling,
offering for sale and/or licensing systems that
use DFS Replication: Proxyconn believes that
DFS Replication uses RDC."

In the DFS Replication context, the
sender/computer is a server and the
receiver/computer is also a server.
Sender/computer and receiver/computer are
connected in a packet-switched network:

"RDC is suitable for applications that move
data across a wide area network (WAN) ,...""?

a sender/computer including an operating unit,
a first memory, a permanent storage memory
and a processor and

a remote receiver/computer including an
operating unit, 2 first memory, a permanent
storage memory and a processor

RDC is used with both a sender/computer and
a receiver/computer:

"I a typical RDC scenario, a server and a
client have different versions of a file. (The
terms client and server refer only to the
computers' roles in this scenario, not their
operating systems.)""?

The sender/computer and receiver/computer
each include an operating unit, a RAM (a first
memory), a hard disk drive (permanent storage
memory), and a processor.

HDFS Replication is used for exemplary purposes only. Defendants' infringement will be

similar for other products that use RDC.
12 About Remote Differential Compression” 6.
134 About Remote Differential Compression” 12,

4
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said sender/computer and said The sender/computer and receiver/computer

receiver/computer communicating through a communicate through a network:
network;

“Remote Differential Compression (RDC)
allows data to be synchronized with a remote
source using compression techniques to
minimize the amount of data sent across the
network, "™

"RDC is suitable for applications that move
data across a wide area network (WAN) ....""*

said sender/computer further including means The sender/computer uses the FilterMax
for creating digital digests on data, and signature generator to create signatures (digital
digests) of files: .

*The RDC client and server each use the RDC
library's FilterMax signature generator 1o
divide their copy of the file into chunks and
compute a strong hash, called a signature, for
each chunik of file data,"'®

said receiver/computer further including a The receiver/computer has a staging folder that
network cache memory, is a network cache memory:

“DFS Replication uses staging folders to act a§
caches for new and changed files to be
replicated from sending members to receiving
members.... After being constructed, the
staged file is sent fo the receiving member. ...
The receiving member downloads the data and
builds the file in its staging folder,""’

14 A bout Remote Differential Compression” §1.

15uA bout Remote Differential Compression” 6.

161 A hout Remote Differential Compression” §13.
1ngtaging Folders and Conflict and Delsted folders 1.
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means for storing a digital digest received from
said network in its permanent storage memory
and

R AR % = A
The receiver/computer stores file signatures
received from the server in the client's '
permanent storage memory:

“DRS Replication uses staging folders to act as
caches for new and changed files to be
replicated from sending members to receiving
members.... The receiving member downloads
the data and builds the file in its staging
folder.""®

"Because the size of the signature file grows
linearly with the size of the original file,
comparing very large files can be gxpensive,
This cost is reduced dramatically by applying
the RDC algorithm recursively to the signature
files.""?

means for comparison between digital digests.

The receiver/computer compares file
signatures:

"The client initiates the RDC protocol by
requesting the source signature ligt from the
gerver. Then the client compares each source
signature against the signatures in its own seed
signature list."2’

¢

I8nStacing Folders and Conflict and Deleted folders” §1.

19w A hout Remote Differential Compression” 910,
20 A bout Remote Differential Compression” §14.
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11, A method performed by a sender/computer On information and belief, Defendants practice
in a packet-switched network for increasing claim 11 by, for example, using DFS
data access, said senderfcomputer including an Replication on systems in their internal
operating unit, a first memory, a permanent networks. Proxyconn believes that DFS
storage memory and a processor and said Replication uses RDC. !
sender/computer being operative to transmif
data to a receiver/computer, the method
comprising the steps of.

In the DFS Replication context, the
sender/computer is a server and the
receiver/computer is also a server:

“In a typical RDC scenario, a server and a
olient have different versions of a file. (The
terms client and server refer only to the
computers' roles in this scenario, not their
operating systems.)"™

The sender/computer is located in a packet-
switched network and can communicate with
the receiver/computer:

"Remote Differential Compression (RDC)
allows data to be synchronized with a remote
source using compression techniques to
minimize the amount of data sent across the
network,"® '

"RDC is suitable for applicaﬁons that move

Jata across a wide area network (WAN) ...."

The sender/computer includes an operating
unit, 2a RAM (a first memory), a hard disk drive
{permanent storage memory), and a processor.

2'DFS Replication is used for exemplary purposes only. Defendants' infringement will be
similar for other products thatuse RDC,

%A bout Remote Differential Compression” 12.

Buabout Remote Differential Compression” §1.

% About Remote Differential Compression” §6.
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The sender/computer uses the FilterMax

signature generator to create signatures (digital
receiver/computer; digests) of files:

"The RDC client and server each use the RDC
library's FilterMax signature generator to
divide their copy of the file into chunks and
compute a strong hash, called a signature, for
cach chunk of file data,"®

Sons

The sender/computer sends signatures to the
receiver/computer:

"The client initiates the RDC protocol by
requesting the source signature list from the
server, Then the client compares each source
signature against the signatures in its own seed
signature list."

2 About Remote Differential Compression” 13
26t Ahout Remote Differential Compression” §14.
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receiving a response signal from said The sender/computer receives a response
receiver/computer at said sender/computer, signal from the receiver/computer in form of a
said responge signal containing a positive, request for a missing chunk of a file (a

partial or negative indication signal for said negative indication signal):

digital digest, and

"I g source signature matches a seed signature,
the client already has the file data for that
signature. If a source signature does not
appear in the client's list of seed signatures, the
client must request the specified chunk (of file
data) from the server.

"The result of comparing the two signature lists
is a needs list, which describes which chunks
of file data, from where (seed or source file),
are needed to construct the target file on the
client computer. Each entry in the needs list is

called a needs block."™"

The sender/computer does not receive a request
for a missing chunk of a file if such a request is
unnecessary (a positive indication signal),

if a negative indication signal is received, Tf fhe receiver/computer requests a missing
transmitting said data from said chunk of a file, the sender/computer sends the
sender/computer to said receiver/computer. chunk of the file to receiver/computer:

"The client iterates through each needs block
and copies the specified chunk of the source or
seed file data to the target file. Seed file data is
copied locally, Source file data is downloaded
from the server, The more similar the seed and |
source files are, the less network bandwidth is
required to create the target file." 28

2Tn About Remote Differential Compression” §14-13.
28nAbout Remote Differential Compression” §16.

9
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22, A‘r:;étho for increased data acc “ 1 On mformatibn a
performed by 2 receiver/computer in a packet- claim 22 by, for example, using DFS
switched network, said receiver/computer Replication on systems in their internal

including an operating unit, a first memory, 2 networks. Proxyconn believes that DFS8
permanent storage memory, a processor and a Replication uses RDC?

network cache memory, said method
In the DFS Replication context, the

comprising the steps of: ! : .
receiver/computer is a serverina packet-

switched network:

"RDC is suitable for applications that move
data across a wide area network (WAN) v o0

The receiver/computer includes an operating
unit, a RAM (a first memory), a hard disk drive
(permanent storage memory), and a processor.
The receiver/computer also has a staging folder
that is in a network cache memory:

"DFS Replication uses staging folders to act as
caches for new and changed files to be
replicated from sending members to receiving
members.... The receiving member downloads
the data and builds the file in its staging
folder."*!

PDFS Replication is used for exemplary purposes only. Defendants' infringement will be
similar for other products that use RDC.

30nAbout Remote Differential Compression” 6.

3InStaging Folders and Conflict and Deleted folders” qL.

10
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receiving a message containing a digital digest
from said network;

I a0 - i '
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The xecefver/computer Yeceives a message
containing signatures (digital digests) over a
network:

"The client initiates the RDC protocol by
requesting the source signature list from the
server. Then the client compares each source
signature against the signatutes in its own seed
signature list."*

"The RDC client and sexver each use the RDC
library's FilterMax signature generator 10
divide their copy of the file into chunks and
compute a strong hash, called a signature, for
each chunk of file data,"** :

searching for data with the same digital digest
in said network cache memory,

The receiver/computer searches for data with
the same signature by consulting its own
signature list:

"The client initiates the RDC protocol by
requesting the source signature list from the
server. Then the client compares each source
signature against the signatures in its own seed
signature list."**

320 bout Remote Differential Compression” §14.
Bupbout Remote Differential Compression” §13,
3 p pout Remote Differential Compression” §14.
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mput;r does not Jocate data

if data Havmg the same digital digest as the If the receiver/co
digital digest received is not uncovered, having the same signature, it requests that the
forming a negative indication signat and file be sent to it {a negative indication signal):

transmitting it back through said network; and
"The olient iterates through each needs block

and copies the specified chunk of the source or
seed file data to the target file. Seed file data is
copied locally, Source file data is downloaded
from the server, The more similar the seed and
source files are, the less network bandwidth is
required to create the target file." 3

"The client iterates through each needs block
and copies the specified chunk of the source or
seed file data to the target file. Seed file data is
copied locally. Source file data is downloaded .
from the server. The more similar the seed and
source files are, the less network bandwidth is
required to create the target file."*¢ :

creating a digital digest for data Tecoived from | The receiver/computer uses the FilterMax
said network cache memory. signature generator to create a signature

' (digital digest) of the file from its staging
folders (network cache memory):

»The RDC client and server each use the RDC
library's FilterMax signature generator {0
divide their copy of the file into chunks and
compute a strong hash, called a signature, for
each chunk of file data."*’

"DFS Replication uses staging folders to act as '
caches for new and changed files to be
replicated from sending members to receiving
membess.... The receiving member downloads
the data and builds the file in its staging
folder."*

35w About Remote Differential Compression” §16.
3w About Remote Differential Compression™ {16,
e About Remote Differential Compression” J13.
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